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PURPOSE
Within the scope of our social responsibility, ALMAXTEX TEKSTİL SANAYİ VE TİCARET ANONİM ŞİRKETİ (ALMAXTEX) is committed to compliance with the legislation on the protection of personal data within the scope of administrative and technical measures it has taken. We attach importance to the processing and protection of personal data of our employees, employee relatives, employee candidates, shareholders and partners, customers, potential customers, visitors, employees, shareholders and officials of the institutions we cooperate with and all relevant third parties, and we carry out our work with the awareness that it forms the basis of the business relationship with you and the reputation of ALMAXTEX as an employer. 

This "Clarification Text and Policy on the Protection and Processing of Personal Data" has been prepared by ALMAXTEX TEKSTİL SANAYİ VE TİCARET ANONİM ŞİRKETİ, acting in the capacity of data controller, in order to manage and inform you about the processes related to the processing, storage, transfer and destruction of your personal data within the scope of the Law No. 6698 on the Protection of Personal Data (KVKK No. 6698) and related legislation.

SCOPE
Our Clarification Text and Policy on the Protection and Processing of Personal Data covers the personal data of our employees, employee relatives, employee candidates, shareholders and partners, customers, potential customers, visitors, employees, shareholders and officials of the institutions we cooperate with, and all relevant third parties. Statements made for the purpose of fulfilling the disclosure obligation in data collection channels are included in this policy, information anonymised for purposes such as statistical evaluations or examinations are not included. 

DEFINITIONS
Abbreviations and definitions for this explicit consent;

· KVKK No. 6698: refers to the Law on the Protection of Personal Data dated 24 March 2016 and numbered 6698, published in the Official Gazette dated 7 April 2016 and numbered 29677.

· Processing of Your Personal and Sensitive Personal Data: It covers all kinds of operations performed on personal data such as obtaining, recording, storing, preserving, changing, reorganising, disclosing, transferring, taking over, making available, classifying or preventing the use of personal data by fully or partially automatic means or by non-automatic means provided that it is part of any data recording system.

· Personal Data: Any information that identifies or makes identifiable the identity of a natural person. A person is identifiable, for example, if his/her personal relationship can be determined using a combination of information, even with possible additional information.

· Special Categories of Personal Data: Data relating to a natural person's race, ethnic origin, political opinion, philosophical belief, religion, sect or other beliefs, appearance and dress, association, foundation or trade union membership, health, sexual life, criminal conviction and security measures, and biometric and genetic data.

· Data Subject: The natural person whose personal data is processed.

· Data Controller: The natural or legal person who determines the purposes and means of processing personal data and is responsible for the establishment and management of the data recording system.

· Data Processor: A natural or legal person who processes personal data on behalf of the data controller based on the authorisation granted by the data controller.

· Data Inventory: The inventory that data controllers create by associating the personal data processing activities they carry out depending on their business processes with the personal data processing purposes and legal reason, data category, transferred recipient group and data subject group, and detailing the maximum retention period required for the purposes of processing personal data, personal data foreseen to be transferred to foreign countries and the measures taken regarding data security.

· Explicit Consent: Consent on a specific subject, based on information and expressed with free will.

· Anonymisation: Making personal data impossible to be associated with an identified or identifiable natural person under any circumstances, even by matching it with other data.

· Data Breach: Situations where the processed personal data is obtained by others illegally.

· Data Subject Application Form: It refers to the application form to be used by the data subjects while using their applications regarding their rights under Article 11 of the Law on Protection of Personal Data.

· PDP Board: Refers to the Personal Data Protection Board.
· PDP Authority: Refers to the Personal Data Protection Authority.
EXPLANATIONS
· (*)Subparagraph c of paragraph 2 of Article 5 of the KVKK; "Provided that it is directly related to the establishment or performance of a contract, it is necessary to process personal data belonging to the parties to the contract."
· (**)Subparagraph ç of paragraph 2 of Article 5 of the KVKK; "It is mandatory for the data controller to fulfil its legal obligation."
· (***)Subparagraph f of paragraph 2 of Article 5 of the KVKK; "It is mandatory to process data for the legitimate interests of the data controller, provided that it does not harm the fundamental rights and freedoms of the data subject."
· (****)Regulation on Facilitation of Customs Transactions (OG. 21.05.2014/29006) Article 118, paragraph 1, subparagraph c 

DATA PRIVACY
Personal information recorded during the visit of our website is processed in accordance with the data security rules in force. Apart from this policy on data security, in all our policies prepared within the scope of Data and Information Security applicable to ALMAXTEX Tekstil San. ve Tic. A.Ş., operating rules have been determined and implemented within ALMAXTEX.

We take the protection of your personal data seriously and we want you to feel safe when you visit our website. The protection of your personal space in the processing of your personal data is an issue that we consider and emphasise in our business processes. Personal data processed during your visit to our website are processed in accordance with the Data Security legislation in force and this policy. 

COOKIES
Cookies are not collected during your visit to ALMAXTEX Tekstil San. ve Tic A.Ş.'s https://www.yesim.com/ website, but can be collected by your browser as long as you give permission. Our Company is not responsible for the cookies collected by your browser.

You can prevent cookies from being saved on your computer's hard drive by selecting the *cookie block* setting in your internet browser settings. If you want to learn how this works in detail, we recommend that you read the information provided by your internet browser. You can delete cookies previously stored on your computer at any time. However, if you do not accept cookies, this may lead to a restriction of the functions of the services provided by the browser. For more detailed information on browser cookies, you can access the cookie policy on your browser's website and get information on this subject.

OUR DATA SUBJECTS WHOSE DATA IS PROCESSED
	Employee

	Other / Employee Spouse and Children

	Employee Candidate

	Other / Employee Candidate Family/Mother-Father-Sibling

	Other / Intern Candidate

	Other / Intern Candidate Family/Mother-Father-Sibling

	Intern

	Other / Intern Family/Mother-Father-Sibling

	Shareholder/Partner

	Potential Product or Service Buyer

	Product or Service Buyer

	Other / Customer Employee

	Supplier Employee

	Supplier Authorised Officer

	Parent / Guardian / Representative

	Visitor


PROCESSING, PURPOSE, LEGAL REASON, COLLECTION METHOD OF PERSONAL DATA
Your personal and sensitive personal data that you have notified in the tables below will be processed during the establishment of your business relationship with ALMAXTEX and during the continuation of the said relationship, provided that they are from you, third parties and legal authorities, via the internet, telephone, e-mail, physical, written, verbal and electronic media, within the framework of the above-mentioned purposes, based on the reasons for compliance with the law listed in Articles 5, 6 and 8 of the Law and listed below. 

In particular, as specified in Article 5 of the KVK Law and the relevant legislation; 

· Obtaining your explicit consent, 

· Provided that it is directly related to the establishment or performance of a contract, it is necessary to process the personal data of the parties to the contract, to provide the requested products and services and to fulfil the requirements of the contracts you have concluded,

· Fulfilment of our legal obligation as data controller,

· Be publicised by the data subject himself/herself,

· Data processing being mandatory for the establishment, exercise or protection of a right,

· Data processing being mandatory for the legitimate interests of the data controller, provided that it does not harm the fundamental rights and freedoms of the data subject.

· Personal data other than health, without seeking explicit consent in cases stipulated by law.

· Personal data relating to health can only be processed for the purposes of protecting public health, preventive medicine, medical diagnosis, treatment and care services, planning and management of health services and financing, by persons or authorised institutions and organisations under the obligation of confidentiality, without seeking the explicit consent of the data subject.

In addition, we act in accordance with the following principles during the processing of your personal data.

Compliance with the law and good faith
The personal rights of the persons in question must be protected in the processing of personal data. Personal data must be collected and processed lawfully and fairly.

Purpose-specific restriction
Personal data may only be processed for the purpose defined before the collection of the data. Further changes to the purpose are only possible to a limited extent and with justification.

Transparency and clarification
The data subject must be informed about the use of his or her data. Personal data is usually collected directly from the data subject. When data is collected, the data subject must be aware or informed of the following:

· Identity of the data controller and its representative, if any,

· Purpose of processing personal data,

· To whom and for what purpose the processed personal data are transferred or categories of third parties,

· The method and legal reason for collecting personal data,

· The rights of the person whose personal data is processed in accordance with Article 11 of KVKK.

Data reduction and the data economy
Before processing personal data, it is determined whether and to what extent the processing is necessary to achieve the purpose. If the purpose is acceptable and proportionate, anonymised or statistical data is used.

Deletion of personal data
Personal data that is no longer required after the expiry of legal or business process-related periods, including record retention obligations and record keeping necessary for proof, is deleted, destroyed or anonymised.

Accuracy and currency of data
The personal data in the file are kept accurate, complete and, if known, up-to-date. Appropriate measures have been taken by the Company to ensure that inaccurate or incomplete data is deleted, corrected, completed or updated.

Privacy and data security
Personal data is subject to privacy. In order to prevent unauthorised access, unlawful processing, sharing, accidental loss, alteration or destruction, the data must be protected by appropriate organisational and technical measures and kept confidential on a personal level.

PERSONAL DATA PROCESSING, PROTECTION, PURPOSE OF PROCESSING FOR THE BOARD OF DIRECTORS, SHAREHOLDERS, PARTNERS, EMPLOYEES, INTERNS AND FAMILY MEMBERS
	EMPLOYEE / INTERN and FAMILY MEMBERS (Mother, Father, Spouse, Child)

	Detailed information about the processed personal data of ALMAXTEX employees is published in a way that only they can access, and they have been informed in detail in this regard.

If you are a former employee of ALMAXTEX, you can exercise your rights regarding your personal data processed by one of the application methods in this Clarification Text.


	SHAREHOLDER / PARTNER

	Detailed information about the processed personal data of shareholders and partners within ALMAXTEX is published in a way that only they can access, and they have been informed in detail in this regard.

If you are a former shareholder or partner of ALMAXTEX, you can exercise your rights regarding your personal data processed by one of the application methods in this Clarification Text.


	MEMBER OF THE BOARD OF DIRECTORS

	Detailed information about the processed personal data of the members of the board of directors within ALMAXTEX is published in a way that only they can access, and they have been informed in detail in this regard.

If you are a former shareholder or partner of ALMAXTEX, you can exercise your rights regarding your personal data processed by one of the application methods in this Clarification Text.


GENERAL SCOPE AND PURPOSES OF DATA PROCESSING FOR OUR THIRD PARTIES
We would like to inform our Customers, Potential Customers, Business Partners and Prospective Employees of the following general data processing conditions and purposes. The explanations should be taken into consideration according to their relationship with ALMAXTEX.  Apart from this, you can find details of your personal data processed in the tables below.  

Data processing for contractual relationship

Personal data belonging to our customers and potential customers or, in case the business partner is a legal entity, the business partner's authorised person, may be processed for the establishment, implementation and termination of a contract without further consent. (*) During the initiation of contract processes prior to the contract, your personal data is processed for the purpose of meeting the requests within the scope of sales or purchasing, preparing offers, receiving requests under the terms of the contract and implementing the contract. During the contract preparation process, the data subjects may be contacted in the light of the information they provide.

Data processing for advertisement purposes

If the data subject requests information from the Company (e.g. a request for information about a product), his/her personal data may be processed to meet this request. Your contact and identity information is processed to meet your request. The data subject can choose between appropriate communication channels such as mail, e-mail or telephone within the scope of giving this consent. When the data subject does not consent to the use of his/her information for advertising purposes, the data is no longer used for these purposes and is prevented from being used for these purposes.

Data operations performed due to the legal obligation of the company or explicitly stipulated in the law

Personal data may be processed without further consent if the processing is clearly specified in the relevant legislation or in order to fulfil a legal obligation determined by the legislation. (**) The type and scope of data processing must be necessary for the legally permitted data processing activity and must comply with the relevant legal provisions.

Data processing in accordance with the legitimate interest of the Company

Personal data may also be processed without further consent when necessary for the legitimate interests of the Company. (***) Legitimate interests are generally legal (e.g. collection of receivables, court evidence, etc.) or economic (e.g. avoiding contract violations) interests.

Data processed exclusively through automated systems

The processing by means of exclusively automated systems of personal data used to determine certain aspects (e.g. credit rating) cannot by itself be the basis for decisions that have negative legal consequences and adversely affect the data subject. The data subject has the right to object to the occurrence of a result to the detriment of the data subject by analysing the processed data exclusively through automated systems. In line with the request of the personal data owner, ALMAXTEX endeavours to take the necessary measures and tests and reliability checks are carried out by the Company employee in order to prevent erroneous decisions. 

User information and internet
In the event that personal data is collected, processed and used on websites or applications, the data subjects are informed about cookies in the privacy statement. 

In the event that usage profiles are created to evaluate the use of websites and applications, the data subject is appropriately informed about this issue in the privacy statement.

If websites or applications can access personal data in an area restricted to registered users, adequate protection is provided throughout the access to identify and authenticate the data subject.

Data processed through CCTV security cameras located in the offices and facilities of our company
Closed circuit camera recording systems have been installed at the entrance-exit gates, building exteriors, dining hall, visitor waiting hall, floor corridors, activity areas in the offices and facilities of our Company in Bursa in order to ensure the safety of the Company personnel and to fulfil our obligations arising from legal legislation, and camera surveillance activities are carried out in accordance with the Law on Private Security Services and related legislation.

In this context, data is processed for the purposes of personal security, protection of property and prevention of potentially dangerous situations regarding the operation of the business process and in accordance with the personal data processing conditions ensuring the occupational health and safety of the persons employed by our Company, ensuring the safety of our customers, suppliers, guests and other third parties visiting our Company's offices and facilities, ensuring the safety of our Company's workplace and its annexes, protecting the money and valuable documents, all kinds of goods, data stored, electronic and non-electronic fixtures within the area of dominance, observing whether the business process is functioning properly.

Personal data collected through closed circuit security camera systems are recorded 24 hours a day, 7 days a week and each record is kept for 60 (sixty) days from the date of recording and automatically deleted from the records at the end of this period. 

Camera surveillance activities are carried out in a limited and measured manner in connection with the purposes listed in this Policy. Closed circuit camera systems are not used in toilets, changing cabins, resting places or similar places and in areas that may result in interference with the privacy of the person allocated for the personal use of employees and visitors in a way that exceeds the security purposes.

The measures taken by our Company in the processing of special categories of personal data are as follows:
For employees involved in the processing of special categories of personal data,

· Regular trainings are provided on the Law and related regulations and special categories of personal data security,

· Confidentiality agreements are in place, and the scope and duration of authorisation of users who are authorised to access data are clearly defined,

· Periodic authorisation checks are carried out,

· Employees who are reassigned or leave their jobs are immediately de-authorised and the inventory allocated to them is returned,

If the media where special categories of personal data are processed, stored and/or accessed are electronic media;

· The data is stored using cryptographic methods,

· Cryptographic keys are kept in secure and different environments,

· The transaction records of all movements performed on the data are securely logged,

· Security updates of the environments where the data are located are continuously monitored, necessary security tests are regularly carried out / conducted, and test results are recorded,

· If the data is accessed through a software, user authorisations of this software are made, security tests of these software are carried out regularly, and test results are recorded,

· If remote access to data is required, at least a two-stage authentication system is provided,

If the media where special categories of personal data are processed, stored and/or accessed are physical media;

· It is ensured that adequate security measures (against electrical leakage, fire, flood, theft, etc.) are taken according to the nature of the environment where sensitive personal data is located,

· Unauthorised entries and exits are prevented by ensuring the physical security of these environments,

If special categories of personal data are to be transferred;

· If the data needs to be transferred via e-mail, it is ensured that it is transferred encrypted with a corporate e-mail address or using a Registered Electronic Mail (KEP) account,

· If it needs to be transferred via media such as Portable Memory, CD, DVD, it is encrypted with cryptographic methods and cryptographic keys are kept in different media,

· If transfer is performed between servers in different physical environments, data transfer is performed by setting up a VPN between servers or by SFTP method, 

· If it is necessary to transfer the data via paper media, necessary precautions are taken against risks such as theft, loss or unauthorised persons seeing the document and the document is sent in the format of "confidential documents".

In addition to the above-mentioned measures, administrative and judicial measures to ensure the appropriate level of security specified in the Personal Data Security Guide published on the website of the Personal Data Protection Authority are also taken into consideration.

PERSONAL DATA PROCESSING, PRESERVATION, PURPOSE OF PROCESSING FOR CUSTOMER, POTENTIAL CUSTOMER AND EMPLOYEES
	CUSTOMER, POTENTIAL CUSTOMER and EMPLOYEES

	THE PURPOSE OF PROCESSING YOUR PERSONAL DATA, THE DURATION AND MANNER OF STORAGE OF SUCH DATA

	In order to meet your requests regarding our products / services and accordingly to carry out our operation processes together, to fulfil our activities, to perform our activities, to perform in contracts and commitments, your personal and special categories of personal data requested from you or shared by you with us and your personal and special categories of personal data detailed below are processed in accordance with the obligations of ALMAXTEX in the table below;

· Execution of Information Security Processes,

· Execution of Audit/Ethics Activities,

· Execution of Access Authorisations,

· Execution of activities in accordance with the legislation,

· Execution of Training Activities,

· Execution of Finance and Accounting Affairs,

· Execution of Assignment Processes,

· Follow-up and Execution of Legal Affairs,

· Execution of Communication Activities,

· Execution/Supervision of Business Activities,

· Execution of Business Continuity Ensuring Activities,

· Execution of Goods / Service Procurement Processes,

· Execution of Goods / Service Sales Processes,

· Execution of Marketing Processes,

· Execution of Logistics Activities,

· Execution of Import Processes,

· Organisation and Event Management,

· Execution of Risk Management Processes,

· Execution of Contract Processes,

· Providing Information to Authorised Persons, Institutions and Organisations,

· Since our company is within the scope of YYS, forwarding to authorised institutions and organisations upon request, 

· To be able to enter and exit our company and to keep the entry and exit records in a healthy way,

· To be able to keep camera records in order to eliminate possible negativities and security violations that may occur in the common areas of our company,

· To be able to fulfil other information storage, reporting and information obligations requested by legislation and official institutions, 

· Fulfilment of court orders in cases where entry/exit records may be needed,

· To be able to provide the necessary information arising from the legislation, customer contractual conditions, information security, quality, environment and OHS processes to the competent institutions and organisations with the planning, audit and execution of legislation, customer contractual conditions, information security, quality, environment and OHS processes in order to fulfil the requirements of all relevant legislation and standards, especially ISO 27001 Information Security, ISO 14001 Environment, ISO 45001 Occupational Health and Safety, Law No. 5651 on the Regulation of Publications on the Internet and Combating Crimes Committed Through These Publications, Law No. 6698 on the Protection of Personal Data, 

· Managing Emergency Situations, informing you in case of emergencies that may occur during the interview,

· For the purpose of your safe movement during your visit, your personal data reported in the table below are processed within ALMAXTEX in a limited and measured manner in connection with the purpose of processing in accordance with KVKK No. 6698. 
As long as your business relationship continues, your data will continue to be kept within the framework of legal legislation and legitimate interest. At the end of the period, necessary administrative and technical measures will be taken and it will be ensured that it will be deleted from our systems in such a way that it will not be obtained again, and it will be destroyed from our archives by shredding with paper shredders or by burning and recording.

	IDENTITY
	· Name - Surname
· R.o.T. ID No
· Signature
· Foreign Identity No
· Passport No

· Tax Identity No
· Other Information in the Photocopy of Identity Card
· Information in the Circular / Declaration of Signature
· Trade Registry (Mersis) Number
· Information in the Power of Attorney
· Citizenship Information
· Photocopy of Identity Card

	CONTACT
	· E-mail address (business/personal)
· Contact address (residential home/work)
· Telephone number (Mobile / Fixed)
· Registered Electronic Mail Address (KEP)

· Certificate of residence 

	PERSONNEL
	· Duty/Function information
· Employed company information
· Mode of working

	PROFESSIONAL EXPERIENCE
	In case of training / cooperation within ALMAXTEX;

· Occupational Health and Safety (OHS) training record (training records of the trainings to be given by us or the training records of the institution where the data subject works)
· Job Specific Training Certificates, Certificates of Competence and Level (Diploma, certificate, etc.)

	PROCESS SECURITY
	When you visit our company and make use of our guest network, the following personal data may be processed depending on the condition of logging your movements within the scope of the "Law No. 5651 on the Regulation of Publications on the Internet and Combating Crimes Committed through These Publications".

· IP / MAC Address
Website Access Information (time, related site, duration of visit, etc.)

	PHYSICAL SPACE
	In case you visit our Company;

· Your images within the scope of security camera recordings at company entrances/exits and common areas (The retrospective retention period of our camera recordings is 60 days)
Your Visitor Logs

	HEALTH INFORMATION
	· Periodic clean bill of health, vaccination card, etc. within the scope of epidemic diseases

	CRIMINAL COURTS and SECURITY MEASURES
	· Criminal record (When multiple entries will be made or internal work will be carried out)

	OTHER
	If you enter by vehicle, your vehicle licence plate number


PROCESSING, STORAGE AND PURPOSE OF PROCESSING OF PERSONAL DATA OF SUPPLIERS/BUSINESS PARTNERS and THEIR EMPLOYEES
	SUPPLIER (BUSINESS PARTNER) AUTHORISED OFFICIALS and EMPLOYEES

	THE PURPOSE OF PROCESSING YOUR PERSONAL DATA, THE DURATION AND MANNER OF STORAGE OF SUCH DATA

	In order to meet your requests regarding our products / services and accordingly to carry out our operation processes together, to fulfil our activities, to perform our activities, to perform in contracts and commitments, your personal and special categories of personal data requested from you or shared by you with us and your personal and special categories of personal data detailed below are processed in accordance with the obligations of ALMAXTEX in the table below;

· Execution of Information Security Processes,

· Execution of Audit/Ethics Activities,

· Execution of Access Authorisations,

· Execution of activities in accordance with the legislation,

· Execution of Finance and Accounting Affairs,

· Execution of Assignment Processes,

· Follow-up and Execution of Legal Affairs,

· Execution of Communication Activities,

· Execution/Supervision of Business Activities,

· Execution of Business Continuity Ensuring Activities,

· Execution of Goods / Service Procurement Processes,

· Organisation and Event Management,

· Execution of Risk Management Processes,

· Execution of Contract Processes, 
· Ensuring the Security of Movable Property and Resources,

· Execution of Supply Chain Management Processes,

· Providing Information to Authorised Persons, Institutions and Organisations,
· Since our company is within the scope of YYS, forwarding to authorised institutions and organisations upon request, 

· To be able to enter and exit our company and to keep the entry and exit records in a healthy way,

· To be able to keep camera records in order to eliminate possible negativities and security violations that may occur in the common areas of our company,

· To be able to fulfil other information storage, reporting and information obligations requested by legislation and official institutions, 

· Fulfilment of court orders in cases where entry/exit records may be needed,

· To be able to provide the necessary information arising from the legislation, customer contractual conditions, information security, quality, environment and OHS processes to the competent institutions and organisations with the planning, audit and execution of legislation, customer contractual conditions, information security, quality, environment and OHS processes in order to fulfil the requirements of all relevant legislation and standards, especially ISO 27001 Information Security, ISO 14001 Environment, ISO 45001 Occupational Health and Safety, Law No. 5651 on the Regulation of Publications on the Internet and Combating Crimes Committed Through These Publications, Law No. 6698 on the Protection of Personal Data, 

· Managing Emergency Situations, informing you in case of emergencies that may occur during the interview,

· For the purpose of your safe movement during your visit, your personal data reported in the table below are processed within ALMAXTEX in a limited and measured manner in connection with the purpose of processing in accordance with KVKK No. 6698. 
As long as your business relationship continues, your data will continue to be kept within the framework of legal legislation and legitimate interest. At the end of the period, necessary administrative and technical measures will be taken and it will be ensured that it will be deleted from our systems in such a way that it will not be obtained again, and it will be destroyed from our archives by shredding with paper shredders or by burning and recording.

	IDENTITY
	· Name - Surname
· R.o.T. ID No
· Signature
· Foreign Identity No
· Passport no

· Tax Identity No
· Other Information in the Photocopy of Identity Card
· Information in the Circular / Declaration of Signature
· Trade Registry (Mersis) Number
· Information in the Power of Attorney
· Citizenship Information
· Photocopy of Identity Card 

	CONTACT
	· E-mail address (business/personal)
· Contact address (residential home/work)
· Telephone number (Mobile / Fixed)
· Registered Electronic Mail Address (KEP)

· Certificate of residency  

· Certificate of residence 

	PERSONNEL
	· Duty/Function information
· Employed company information
· Mode of working
· CV information

· SSI declaration and service breakdown

· Assignment letter

· Leave information

· Number of days worked

· Overtime information

· Start date of employment

· Date of termination of employment

· Working time information

· Possession information and personal protective equipment information

· Driver information (for vehicle use in ALMAXTEX processes)

	PROFESSIONAL EXPERIENCE
	In case of training / cooperation within ALMAXTEX;

· Occupational Health and Safety (OHS) training record (training records of the trainings to be given by us or the training records of the institution where the data subject works)
· Job Specific Training Certificates, Certificates of Competence and Level (Diploma, certificate, etc.)

	FINANCE
	· Bank Account
· IBAN No

· Current Account Debit / Credit Information

· Salary Information (for audits within the scope of Social Compliance)

	PROCESS SECURITY
	When you visit our company and make use of our guest network, the following personal data may be processed depending on the condition of logging your movements within the scope of the "Law No. 5651 on the Regulation of Publications on the Internet and Combating Crimes Committed through These Publications".

· IP / MAC Address
· Website access information (time, related site, duration of visit, etc.)

	PHYSICAL SPACE
	In case you visit our company;

· Your images within the scope of security camera recordings at company entrances/exits and common areas (The retrospective retention period of our camera recordings is 60 days)
· Your Visitor Logs

	HEALTH INFORMATION
	· Periodic clean bill of health, vaccination card, etc. within the scope of epidemic diseases

	CRIMINAL COURTS and SECURITY MEASURES
	· Criminal record (In case of multiple entries or internal work)

	OTHER
	If you enter by vehicle, your vehicle licence plate number


PROCESSING, STORAGE AND PURPOSE OF PROCESSING OF PERSONAL DATA FOR EMPLOYEE / TRAINEE CANDIDATE
	EMPLOYEE / TRAINEE CANDIDATE

	IDENTITY
	· Name

· Surname

· Signature

· Date and place of birth

· Name/surname and relationship of the relative we can contact in case we cannot reach you

	CONTACT
	· Your official residence information

· Your Home Phone Number 

· Your Mobile Phone Number

· Personal E-Mail / E-Mail

· Phone number of a relative we can contact if we cannot reach you

	LOCATION
	· Location of residence (to confirm the suitability of the service route if the location is uncertain)

	PHYSICAL SPACE
	· Your images within the scope of security camera records at the entrance/exits and common areas of our company when you come to the job interview

· Your visitor log

	VISUAL AND AUDITORY
	· Your passport photo (head shot)

· Your video recorded images (taken and shared by you for Job Interview purposes)

· Your images within the scope of security camera recordings at company entrances/exits and common areas when you come for a job interview

	ASSOCIATION/ FOUNDATION MEMBERSHIP INFORMATION
	· Your association/foundation membership information

· As long as you voluntarily declare it on job application portals/sites or in your hand-delivered CVs (not received at ALMAXTEX)

	PROFESSIONAL EXPERIENCE
	· School, department of graduation, graduation status and graduation date

· Information about your courses, seminars and training (Name of the training/seminar/course, duration (hours), date, name of the institution)

· Work history, companies and duties, your experience

· The state and degree of competence of the machinery, equipment, computers, software, etc. used

· Your English level test and evaluation result (Taken for Administrative Personnel)

	PERSONNEL
	· Your qualifications that you find it useful to specify

· Your results of the "Competence and Personality Test" that you answered voluntarily (taken for administrative staff)

· Your request for the position/department you want to work in

· Your earliest start date

· Your interview record (general information about yourself that you voluntarily declared during the job interview)

· Your references and feedback about you from your references (performance and work potential, performance results, skills, etc.)

· Your approval status regarding our People First Principle

· Your requested salary information

· Your personal and sensitive personal data that you have personally prepared and declared to us in your CV (from job portals such as Kariyer.net, İşkur etc. that you have hand-delivered with your own consent or that you are registered with)

	PROCESS SECURITY
	When you visit our company and make use of our guest network, the following personal data may be processed depending on the condition of logging your movements within the scope of the "Law No. 5651 on the Regulation of Publications on the Internet and Combating Crimes Committed through These Publications". 
· IP / MAC Address
· Website access information (time, related site, duration of visit, etc.)

	HEALTH INFORMATION
	· Your illness / health problem / disability that may prevent you from working

	OTHER
	· Your military service status,

· Reference information (name, surname, title, workplace, telephone, e-mail of the reference person) and any World, Excel, presentation files you have attached to your CV, if any

· Your driving licence classification information

· The "degree of relationship" of the relative we can contact in case we cannot reach you


PROCESSING, STORAGE AND PURPOSE OF PROCESSING OF PERSONAL DATA FOR EMPLOYEE/TRAINEE CANDIDATE FAMILY MEMBERS
	EMPLOYEE/TRAINEE CANDIDATE FAMILY MEMBERS (Mother, Father, Spouse, Child)

	OUR PURPOSE FOR PROCESSING YOUR PERSONAL DATA, DURATION AND FORM OF STORAGE OF SUCH DATA

	We process your personal data specified in the table below as the family of our employee/trainee candidate in line with ALMAXTEX's obligations;
· Managing Emergency Situations, informing you in case of emergencies that may occur during the interview,

· As a result of our interviews with our candidate, your personal data reported in the table below are processed within ALMAXTEX in a limited and measured manner in connection with the purpose of processing in accordance with KVKK No. 6698 in order to provide feedback in case he/she cannot be reached.
As long as your relationship continues, your data will continue to be retained within the framework of legal legislation and legitimate interest. At the end of the period, necessary administrative and technical measures will be taken and it will be ensured that it will be deleted from our systems in such a way that it will not be obtained again, and it will be destroyed from our archives by shredding with paper shredders or by burning and recording.

	IDENTITY
	· Name
· Surname

	CONTACT
	· Home Phone Number
· Mobile Phone Number 

	PROCESS SECURITY
	When you visit our company and make use of our guest network, the following personal data may be processed depending on the condition of logging your movements within the scope of the "Law No. 5651 on the Regulation of Publications on the Internet and Combating Crimes Committed through These Publications".

· IP / MAC Address
· Website access information (time, related site, duration of visit, etc.)

	PHYSICAL SPACE
	In case you visit our Company;

· Your images within the scope of security camera recordings at company entrances/exits and common areas (The retrospective retention period of our camera recordings is 60 days)
· Your Visitor Logs

	OTHER
	· If you enter by vehicle, your vehicle licence plate number


PROCESSING, STORAGE AND PURPOSE OF PROCESSING PERSONAL DATA OF OUR VISITORS
	OUR VISITORS 

	OUR PURPOSE FOR PROCESSING YOUR PERSONAL DATA, DURATION AND FORM OF STORAGE OF SUCH DATA

	As our visitors, your personal data specified in the table below in line with ALMAXTEX's obligations;
· Since our company is within the scope of YYS, forwarding to authorised institutions and organisations upon request, 

· To be able to enter and exit our company and to keep the entry and exit records in a healthy way,

· To be able to keep camera records in order to eliminate possible negativities and security violations that may occur in the common areas of our company, 
· To be able to fulfil other information storage, reporting and information obligations requested by legislation and official institutions, 

· Fulfilment of court orders in cases where entry/exit records may be needed,

· To be able to provide the necessary information arising from the legislation, customer contractual conditions, information security, quality, environment and OHS processes to the competent institutions and organisations with the planning, audit and execution of legislation, customer contractual conditions, information security, quality, environment and OHS processes in order to fulfil the requirements of all relevant legislation and standards, especially ISO 27001 Information Security, ISO 14001 Environment, ISO 45001 Occupational Health and Safety, Law No. 5651 on the Regulation of Publications on the Internet and Combating Crimes Committed Through These Publications, Law No. 6698 on the Protection of Personal Data,

· Managing Emergency Situations, informing you in case of emergencies that may occur during the interview,

· For the purpose of your safe movement during your visit, your personal data reported in the table below are processed within ALMAXTEX in a limited and measured manner in connection with the purpose of processing in accordance with KVKK No. 6698.
As long as your relationship continues, your data will continue to be retained within the framework of legal legislation and legitimate interest. At the end of the period, necessary administrative and technical measures will be taken and it will be ensured that it will be deleted from our systems in such a way that it will not be obtained again, and it will be destroyed from our archives by shredding with paper shredders or by burning and recording.

	IDENTITY
	· Name
· Surname
· R.o.T. ID No 

	CONTACT
	· Mobile Phone Number

	PROCESS SECURITY
	When you visit our company and make use of our guest network, the following personal data may be processed depending on the condition of logging your movements within the scope of the "Law No. 5651 on the Regulation of Publications on the Internet and Combating Crimes Committed through These Publications".

· IP / MAC Address
· Website access information (time, related site, duration of visit, etc.)

	PHYSICAL SPACE
	In case you visit our company
· Your images within the scope of security camera recordings at company entrances/exits and common areas (The retrospective retention period of our camera recordings is 60 days)
· Your Visitor Logs

	CRIMINAL COURTS and SECURITY MEASURES
	· Criminal record (In case of multiple entries or internal work)

	OTHER
	· If you enter by vehicle, your vehicle licence plate number


TRANSFERRING YOUR PROCESSED DATA 

As long as your business relationship continues within ALMAXTEX, your data will continue to be processed by taking the necessary administrative and technical measures in our systems, portals and other relevant areas mentioned above, will be kept for the legal and explicit consent periods on the basis of the data subject, and your data will be destroyed by taking the necessary administrative and technical measures at the end of the period. 

The Company may transfer personal data to the following persons and organisations for specific purposes;

· To the business partners of ALMAXTEX Tekstil San. ve Tic A.Ş. limited to the purpose of ensuring the fulfilment of the objectives of the establishment of the business partnership,

· To the suppliers of ALMAXTEX Tekstil San. ve Tic A.Ş. for the limited purpose of ensuring that the services outsourced by our Company from the supplier and necessary to fulfil the commercial activities of our Company are provided to our Company,

· To the subsidiaries of ALMAXTEX Tekstil San. ve Tic A.Ş. limited to ensuring the execution of commercial and operational activities that require the participation of our Company's subsidiaries,

· To companies abroad with which ALMAXTEX Tekstil San. ve Tic A.Ş. has direct or indirect business relations, limited to the purposes of designing strategies and auditing regarding the commercial activities of our Company in accordance with the provisions of the relevant legislation,

· To the shareholders of ALMAXTEX Tekstil San. ve Tic A.Ş. limited to the purposes of designing strategies and auditing regarding the commercial activities of our Company in accordance with the provisions of the relevant legislation,

· To legally authorised public institutions and organisations within the legal authority of the relevant public institutions and organisations, limited to the purpose requested,

· To legally authorised private legal persons limited to the purpose requested within the legal authority of the relevant private legal persons,
Personal data will be transferred by our company only to these countries after foreign countries with adequate protection are declared by the Board. For the countries where it is declared that there is no adequate protection, personal data will be transferred in cases where the data controllers in Türkiye and the relevant foreign country undertake an adequate protection in writing and the Board's authorisation is available or the data subject gives consent.

Sensitive personal data may be transferred in accordance with the regulation stipulated in Article 8 of the Law
1) By obtaining explicit consent in accordance with paragraph 1 of Article 8 in cases requiring explicit consent,

2) Provided that adequate precautions are taken, in accordance with paragraph 3 of Article 6;

· Personal data other than health and sexual life (race, ethnic origin, political opinion, philosophical belief, religion, sect or other beliefs, appearance and dress, membership of associations, foundations or trade unions, criminal convictions and security measures, and biometric and genetic data) in cases stipulated by law,

· Personal data relating to health and sexual life can only be transferred by our Company without seeking explicit consent within the scope of protection of public health, preventive medicine, medical diagnosis, treatment and care services, planning and management of health services and financing, as well as processing by persons or authorised institutions and organisations under the obligation of confidentiality.

Pursuant to Article 9 of the KVK Law No. 6698;

· By obtaining the explicit consent of the person concerned in cases where the explicit consent of the person concerned can be obtained,
· Without seeking explicit consent in the presence of any of the conditions set out in paragraph 3 of Article 6, provided that adequate measures are taken; and
In the foreign country to which the personal data will be transferred;

· Availability of adequate protection,

· In case of lack of adequate protection, it may be transferred abroad by taking necessary administrative and technical measures by our Company, provided that the data controllers in Türkiye and the relevant foreign country undertake an adequate protection in writing and the Personal Data Protection Board has authorisation..

YOUR RIGHTS AS A DATA SUBJECT AND THE METHOD OF REQUESTING INFORMATION
Personal data owners (Applicant) defined as the data subject in the Law No. 6698 on the Protection of Personal Data (KVK Law) have the following rights in accordance with Article 11 of the Law. In the event that the data subject submits a request to the Company in accordance with the application procedure in Articles 13 and 14 of the Law in order to exercise the rights listed, the Company first examines whether the complaint has been duly made and then informs the data subject. The data subject is informed by the Company on how to exercise the right in question and how the issues related to the information request will be evaluated.

The rights of the person concerned in Article 11 of the Law No. 6698 on the Protection of Personal Data:
a. To learn whether my personal data is being processed,

b. To request information if my personal data has been processed,

c. To learn the purpose of processing my personal data and whether they are used in accordance with their purpose,

d. To know the third parties to whom my personal data is transferred domestically or abroad,

e. To request correction of my personal data in case of incomplete or incorrect processing,

f. To request the deletion or destruction of my personal data within the framework of the conditions stipulated in the Law,

g. To request notification of the transactions made pursuant to subparagraphs (e) and (f) to third parties to whom my personal data have been transferred,

h. To object to the occurrence of a result against me by analysing my processed data exclusively through automated systems,

i. In case I suffer damage due to unlawful processing of my personal data, to demand compensation for my damage,
The Company is under no obligation to fulfil the requests submitted within the scope of the exceptional circumstances listed in Article 28 of the Law and excluded from the scope of application. These exceptional cases are as follows:
· Processing of personal data for purposes such as research, planning and statistics by anonymising them with official statistics,

· Processing of personal data for artistic, historical, literary or scientific purposes or within the scope of freedom of expression, provided that it does not violate national defence, national security, public security, public order, economic security, privacy of private life or personal rights or does not constitute a crime,

· Processing of personal data within the scope of preventive, protective and intelligence activities carried out by public institutions and organisations entrusted and authorised by law to ensure national defence, national security, public safety, public order or economic security,

· Processing of personal data by judicial authorities or execution authorities in relation to investigation, prosecution, judgement or execution procedures,
Pursuant to the Law, the data subjects may not assert their rights other than the right to claim compensation for damages in the following cases:

· Processing of personal data is necessary for the prevention of crime or criminal investigation

· Processing of personal data made public by the data subject himself/herself

· Personal data processing is necessary for the execution of supervisory or regulatory duties and for disciplinary investigation or prosecution by the public institutions and organisations and professional organisations in the nature of public institutions, which are authorized and mandated based on the authority granted by law

· Personal data processing is necessary for the protection of the economic and financial interests of the State in relation to budgetary, tax and financial matters
Pursuant to Articles 10, 11, 13 and other relevant articles of the KVKK No. 6698, you can access detailed information about your above-mentioned rights and your personal and sensitive personal data processed by us from the ALMAXTEX "www.almaxtex.com" website, you can review the details, you can reach our ALMAXTEX Contact Person Yaşar Muratoğulları for your applications and requests at "yasar.muratogullari@yesim.com" and "kvkk@yesim.com" or by phone at "+90 224 2808600", you can get information and request the KVKK Application Form if you need it.
Duly submitted requests to the Company shall be finalised within 30 (thirty) days at the latest as of the date such requests are duly submitted to the Company. In case the finalisation of such requests requires an additional cost, the Company shall charge the applicant the fee in the tariff determined by the Board.

Applications can be made with the "Personal Data Information Request Form" through any of the following applications. 

· By personal application of the Applicant

· Through a notary public or

· Signed by the Applicant with the secure electronic signature defined in the Electronic Signature Law No. 5070 and sent to the Company's registered e-mail address almaxtex@hs03.kep.tr

· By e-mail to be sent from the e-mail address previously notified to our Company by the Applicant and registered in our Company's system

· In order for a person other than the data subject to make a request, it can be submitted to us with a special power of attorney issued by the data subject on behalf of the person who will make the application and the person who has power of attorney..

Information on how to submit written applications to us is given below, specific to the written application channels.

	Application Method
	Application Address
	Information to be specified in the application submission

	Application in Person or Application by Proxy (The applicant comes in person and applies with a document certifying his/her identity and proxy)
	ALMAXTEX TEKSTİL SAN. VE TİC. A.Ş.
Karapınar Mahallesi Ankarayolu Caddesi No: 900 PK.16300 Yıldırım / Bursa
	"Information Request within the scope of the Law on the Protection of Personal Data" shall be written on the envelope.

	Notification via notary public
	ALMAXTEX TEKSTİL SAN. VE TİC. A.Ş.

Karapınar Mahallesi Ankarayolu Caddesi No: 900 PK.16300 Yıldırım / Bursa
	"Information Request within the scope of the Law on the Protection of Personal Data" will be written on the notification envelope.

	Signed with "secure electronic signature" and sent via Registered Electronic Mail (KEP)
	almaxtex@hs03.kep.tr
	"Information Request within the scope of the Law on the Protection of Personal Data" will be written in the subject section of the e-mail.

	By e-mail to be sent from the e-mail address previously notified to our Company and registered in our Company's system
	yasar.muratogullari@yesim.com
kvkk@yesim.com
	"Information Request within the scope of the Law on the Protection of Personal Data" will be written in the subject section of the e-mail.


The Company may request additional information from the data subject in order to determine whether the applicant is the data subject or not, and may ask questions to the data subject about the application in order to clarify the matters stated in the application.

In addition, after the announcement of other methods to be determined by the Board, our Company will announce how the applications will be received through these methods.

ALMAXTEX TEKSTİL SANAYİ VE TİCARET ANONİM ŞİRKETİ
Address/ Head Office
: Karapınar Mahallesi Ankarayolu Caddesi No: 900 PK.16300 Yıldırım / Bursa / TÜRKİYE

Phone/Fax

: +90 (224) 280 86 00

Web


: www.yesim.com

KVKK E-mail

: kvkk@yesim.com

KEP Mail


: almaxtex@hs03.kep.tr

Mersis


: 0086104588300001

Contact Person

: Yaşar MURATOĞULLARI




  yasar.muratogullari@yesim.com

  +90 224 2808600 / 241

ENFORCEMENT OF THE CLARIFICATION TEXT AND POLICY 
It was issued by ALMAXTEX and entered into force on 13.05.2020, updated according to the PDP Board statements, legislative amendments and regulations, and amended on the dates and processes specified in the table below. The Clarification Text and our Policy are published on our Company's website "https://www.yesim.com/" and forwarded to the personal data owners (data subject) in case of a request from our data subjects/parties. Our employees authorised by ALMAXTEX PDP Board and KVKK No. 6698 are responsible for the implementation of this "Clarification Text and Policy on the Protection and Processing of Personal Data" throughout the Company.

This Personal Data Protection and Processing Policy has been prepared in accordance with the Personal Data Protection Law No. 6698 dated 7 April 2016 (KVKK). 

DOCUMENT REVISION STATUS
	REVISION NO.
	REVISION DATE
	REVISED CHAPTERS
	CHANGES MADE

	00
	13.05.2020
	First publication
	Published for the first time in accordance with KVKK No. 6698

	01
	09.02.2024
	General
	Definitions, titles, explanations and references have been updated in the entire document according to the PDP Board statements.
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